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[bookmark: _Toc517082226]* * * * First change * * * *
4.2.9.X	Unsubscribe the notification of Re-authentication and Re-authorization or Revocation 
AMF
NSSAAF
AAA-P
AAA-S
1. Nnssaaf_NSSAA_Unsubscribe
2a. AAA protocol message
2a. AAA protocol message
2b. AAA protocol message

Figure 4.2.9.x-1: Unsubscribe the notification of Re-authentication and Re-authorization or Revocation
The AMF decides the UE no longer accesses the S-NSSAIs that map to the HPLMN S-NSSAIs for which Network Slice-Specific Authentication and Authorization succeeded previously, based on the following conditions e.g. after UE deregistration or 5GS to EPS mobility: 
1.   The AMF unsubscribes the notification of re-authentication and re-authorization or revocation for the Network Slices identified by the HPLMN S-NSSAIs by invoking the Nnssaaf_NSSAA_Unsubscribe service operation (GPSI, AAA-S address, HPLMN S-NSSAIs) from the NSSAAF. 
2.   If the AAA-P is present, the NSSAAF sends the AAA protocol message including the GPSI, AAA-S address and HPLMN S-NSSAIs to the AAA-P. The AAA-P forwards this message to the AAA-S together with GPSI and HPLMN S-NSSAIs. Otherwise the NSSAAF forwards AAA protocol message directly to the AAA-S. The AAA-S terminates the notification of re-authentication and re-authorization or revocation and deletes the authentication result related for the HPLMN S-NSSAIs from the context of UE identified by the GPSI included in the received message. The NSSAAF needs not maintain NF service subscription information itself.

* * * * Second change * * * *
5.2.10.5	Nnssaafausf_NSSAA service
5.2.10.5.1	General
The following table illustrates the NSSAAF Services.
Table 5.2.10.5-1: List of NSSAAF Services
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnssaaf_NSSAA
	Authenticate
	Request/Response
	AMF

	
	Notify
	Subscribe/Notify
	AMF

	
	Unsubscribe
	Subscribe/Notify
	AMF



Service Description: the AUSF NSSAAF provides Network Slice- Specific Authentication and Authorization (NSSAA) service to the requester NF by relaying EAP messages towards a AAA-S or AAA-P and performing related protocol conversion as needed. It also provides notification to the current AMF where the UE is of the need to re-authenticaticate and re-authorize the UE or to revoke the UE authorization. The AMF to receive the notification is implicitly subscribed and it is found in the UDM by providing the UE GPSI. If the AMF decides the UE no longer access to the S-NSSAIs that map to the HPLMN S-NSSAIs for which Network Slice-Specific Authentication and Authorization succeeded previously, the AMF shall unsubscribe the notification of Re-authentication and Re-authorization or Revocation using Nnssaaf_NSSAA_Unsubscribe.


5.2.10.5.2	NausfNnssaaf__NSSAA_Authenticate service operation
See TS 33.501 [15].
5.2.10.5.3	NausfNnssaaf_NSSAA_Notify service operation
See TS 33.501 [15].
5.2.10.5.x	Nnssaaf_NSSAA_Unsubscribe service operation
See TS 33.501 [15].


* * * * End of changes * * * *
